|  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| |  |  |  |  |  |  |  | | --- | --- | --- | --- | --- | --- | --- | | **Manoja**  **GVSS**  Security Analyst     |  |  | | --- | --- | |  | srimanoja9@gmail.com | |  | 7207474124 | |  | VISAKHAPATNAM, India 530041 | | | **Skills**  Developing security plans  Implementing security programs  Deductive reasoning skills  Critical thinking skills  Attention to Detail  Excellent Communication  Self-Motivated  **Education**  **Sri Venkateswara College of Arts And Science**  Amalapuram  •  03/2018 – 08/2021  ***Bachelor of Science*** : Biotechnology | | |  | | --- | | **Professional Summary**  Security analyst with experience in monitoring and responding to cyber threats across a variety of industries. Proven ability to effectively manage and triage incidents, as well as develop and implement incident response plans. Seeks to secure a position in a fast-paced and challenging environment. | | **Work History**  **Elios Technologies** - **Security Analyst**  *Visakhapatnam*  •  *02/2024* - *Current*   * Performed risk analyses to identify appropriate security countermeasures. * Streamlined incident response procedures for quicker threat mitigation and improved system uptime. * Analyzed log files for anomalies, identifying potential intrusions or malicious activity before significant damage occurred. * Maintained up-to-date knowledge of emerging threats by attending professional development events and staying informed on industry trends. * Collaborated with team members to achieve target results. * Monitoring security incidents for 10+ clients in Azure Sentinel and Microsoft Defender for Endpoint. * Knowledge in KQL.   **Infosys** - **Security Analyst**  *Hyderabad, India*  •  *12/2021* - *01/2024*   * Knowledge in Firewalls and Intrusion detection systems/ Intrusion prevention systems. * Knowledge in common network services (web, mail, FTP, SSL), network vulnerabilities etc. * Good understanding security assessment tools like Anti-virus, DLP, Proxy, Firewall, IPS, Email security etc. * Understanding on Network security concepts like OSI Layer, TCP, Ports and protocols, Security and Network Devices. * Understanding on tools like SIEM,EDR,XDR,AV. * Understanding on open source threat intelligence sites like Virus Total, Alien vault, Anyrun,etc. * Understanding on concepts of email analysis related to Phishing, SPF,DMARC,DKIM. * Understanding on types of attacks like Bruteforce,Phishing,etc. * Insights on recent ongoing cybersecurity trends and vulnerability. * Monitoring security incidents for 10+ clients in Azure Sentinel and Microsoft Defender for Endpoint. * Threat Hunt in Sentinel and Defender to determine potential threats. * Worked with customers to understand needs and provide excellent service. * Increased customer satisfaction by resolving issues. * Actively listened to customers, handled concerns quickly and escalated major issues to supervisor. * Developed and maintained detailed documentation on security processes, facilitating knowledge transfer and ensuring consistency in procedures. | |
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